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Systems Affected 
 
     * Microsoft Windows and Internet Explorer 
     * Adobe (Macromedia) Flash Player 6 
 
 
Overview 
 
Microsoft has released updates to address vulnerability in Microsoft Windows. Microsoft has also 
published an Advisory about multiple vulnerabilities in Adobe Flash Player 6 that is included 
 with Windows XP. 
 
Solution 
 
Install updates 
 
The updates to address the Windows font vulnerability are available on the Microsoft Update site 
(requires Internet Explorer).   We recommend enabling Automatic Updates. 
 
Upgrade or Remove Adobe Flash Player 6 
 
To address the Flash Player 6 vulnerabilities, upgrade to a current version or remove Flash Player using 
the uninstaller. 
 
Description 
 
Microsoft Security Bulletin MS10-001 describes vulnerability in the Embedded Open Type (EOT) font 
engine in Windows. Microsoft Security Advisory (979267) notes multiple vulnerabilities in Adobe Flash 
Player 6 (formerly Macromedia Flash Player) that is included with Windows XP. The Advisory 
recommends that Windows XP users upgrade or remove Flash Player 
 
These vulnerabilities may allow an attacker to gain control of your computer or cause it to crash. 
 


